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Proposed amendments to Recommendation V-145 on VTS Interchange Format (IVEF) Services
1 background
The 2018-2022 Work Plan of the IALA VTS Committee puts forward the task of "Proposal V-145 on the Modification of VTS Interchange Format (IVEF) Services". After comparing and sorting out the requirements of 2011 V-145 and current shore-to-shore and shore-to-ship data exchange services, this document provides suggestions for modifying the guidelines.
2 purpose
The purpose of this document is to provide input documents for the VTS Committee as it moves forward with its mission "Proposal V-145 for Modifying VTS Interchange Format (IVEF) Services".

3 attention

· The guideline GXXXX in the draft proposal refers to the corresponding guideline to be formulated by the VTS committee in the future, which should contain more details and examples.

· The draft proposal summarizes interaction data except ship traffic images into the use case of IVEF service, in order to meet the data interaction requirements between VTS and different users, and seek further synchronization with VTS series products.

4 Modification suggestions

· It is suggested to add VTS basic information, port plan, ship report, navigation warning, and warning information to the Service Parameters section.

· It is recommended to add VTS basic Information, port plan, ship report, navigation warning and warning Information to the corresponding table in the "Real Time Message" section of the attached "Information Flow Dynamics" form.

· It suggest that VTS basic information, port plan, ship report, navigation warning and early warning information be added in the Data section of Figure 1 and the table of basic IVEF service Data elements in the "Part I: Primary Service Use Cases of the BIS".

· It is proposed to add use, risks, Service DATA structure, and Operating Characteristics of basic VTS information, port plan, ship report, navigation warning, warning information, in the Service Component DATA.

5 discussion

5.1 importance

· It can provide personalize requirements based on different clients, such as regions of interest, update frequency, and specific traffic objects associated with them. Provide data support in an intuitive way to improve the working efficiency of relevant practitioners and the operation benefit of VTS.

· Trajectory information, ship information, navigation information and other information can be offered for the client, and data basis can be provided for improving VTS operation management.

· The current data standards focus more on the VTS system sending data to other systems, ignoring the other systems submitting data to the VTS system. It can enhance the data exchange and sharing between ship and shore, improve the navigation safety factor, and ensure the efficiency of port production and operation by revise proposal.
5.2 necessity

· As the most important system of VTS center, VTS system should undertake more tasks of data exchange and processing. The specific format and content of data exchange in IVEF service model are described in existing standards. However, for more focused VTS traffic images, such as ship-related information, the definition of data exchange format is not provided for VTS center management, navigable environment changes, extreme weather conditions and other changes.

· The data model for the IVEF service will be part of the IALA General Maritime Data Model. It provides a well-structured abstract (functional) description of the data exchanged through IVEF services. The ability to personalize requirements based on different clients, such as regions of interest, update frequency, and specific traffic objects associated with them. The information provided by VTS can provide auxiliary decision-making information for VTS duty officers, and its role is becoming more and more prominent.

· IVEF data exchange format is to encourage regional VTS to share dynamic and static data such as ship traffic images through the service model established by the proposal, in order to achieve the purpose of protecting maritime security and data exchange coordination. Improvements are proposed for the current IVEF service model, which is conducive to the continuous update of VTS related data, so as to promote the overall function of VTS.
5.3 urgency

The continuous promotion of global E navigation strategy has put forward higher requirements for the processing and management ability of VTS data, and VTS needs to be supported by more data to assist decision-making.
Considering the importance of IVEF data exchange format and the future development trend of VTS, we believe that it is necessary to improve the IVEF service model.
6 Action need to be taken by the Committee

The Committee is requested to consider the appendix to recommendation V-145 in amending the proposal.

APPENDIX

Amendment proposal of proposal v-145 on VTS exchange format (ivef) servicec
1 definition
The IVEF service is a gateway service and is described in the general description of the common shore-based system architecture in "IALA Proposal for Shore-based E-Navigation System Architecture" (see Ref. [1]). This gateway service is dedicated to the exchange of data from shore to shore. It interfaces with other E-navigation systems and "third party" external systems, enabling local, national, regional and global access to shore-based systems. These systems can request the IVEF service to forward relevant data to them. The IVEF service aims to provide a common framework for the exchange of vessel traffic image information between shore-based E-navigation systems such as VTS systems, E-navigation stakeholders and relevant external parties.

2 Role of the IVEF service

It encourages regional VTS to share dynamic and static data such as ship traffic images through the service model established by the proposal, in order to achieve the purpose of protecting maritime security and data exchange coordination. Any IVEF service provides at least the so-called basic IVEF Service (BIS).

3 preparation of IVEF service

· Interface negotiation should be done in advance to ensure that the service model of IVEF meets the application requirements of both sides of data interaction. The IVEF interface is a service-based protocol. This means that the exchange of data between the parties is not predefined, but is the result of a negotiation between the information provider and the information customer. For details of the agreement, please refer to Guide GXXXX.
· When providing IVEF services, it is necessary to consider that the data sources based on S-100 VTS product specification can achieve technical coordination, especially the characteristics of data and information structure in "VTS-based product specification -S212" [2].
· The IVEF service process and service control shall meet the basic network security requirements of all parties to the interaction. In addition, the information flow sender and receiver shall ensure that the network security control level of the other party is not higher than that of its own party before carrying out the IVEF service.
4 The main structure of the IVEF service

4.1 Basic IVEF service model
IVEF Basic Interactive Services (BIS) includes two categories: primary IVEF service use cases and secondary service use cases (refer to the future GXXXX) as well as various VOYAGE: VOYAGE -related Data

     Main IVEF Service: Exchange ship traffic image information service.
4.2 Service Negotiation

The IVEF interface is a service based protocol. This means that the data exchange between the parties is not pre-defined, but rather the result of a negotiation between the information provider and the information consumer.

4.2.1 introduction

When a client (an e-Navigation System acting as an information sink) wants to connect to server (an e-Navigation System acting as an information source), it has to initiate the service by authenticating. To do this, the client sends a Login message to the server, the server validates the login requests and if correct, it sends a LoginResponse message. The server initiates the default service for that particular user. An example of a service is:

‘using an interval of 10 seconds, output all position information and voyage information about all vessels that are within in the following area (x,y) – (x1,y1) – (x2, y2) – (x3,y3)2
After the client is logged on, the server starts outputting the traffic image that matches the specification in the service.

The client can also send a ServiceRequest to terminate or change the active service.  Services can be defined with different transmission characteristics, which allows a server push or client pull of the information, or a combination.

4.2.2 Service parameters

A service is defined by a number of parameters:

1. Object Selection, which objects should be sent?
a. Area based(e.g. changes in the navigable environment, dangerous obstacles);

b. Filter based on the object properties (e.g. ship length > 50 m).

2. Item Selection, which information elements should be sent?
a. Track Information;

b. Vessel Information;

c. Voyage Information.

d. VTS basic information

e. Port plan

f. Ship report

g. Navigational warnings

h. warning information

3. Transmission Selection, when should it be sent?
a. Single Occurrence (Pull);

b. Periodic, with specified update rate (Push);

c. A-Periodic, synchronous with update (Push).

A filter, based on object properties is a logical expression consisting of object property terms. These terms may be combined by the logical operators ‘or’, ‘and’ or ‘exclusive or’ in increasing order of precedence. An object property term may be negated by preceding it with ‘not’.

Object property terms may contain the standard numerical predicates ‘=’, ‘!=’, ‘>’, ‘>=’, ‘<’ and ‘<=’. In case of string-valued object properties, the predicates ‘=’, ‘!=’ and the wildcards ‘*’ and ‘?’ are supported, where ‘*’ means any sequence of characters, including the empty sequence and ‘?’ means any single character.

Filters are validated against the known object properties and the set of rules above. Invalid filters will be rejected.

4.2.3 Information flow dynamics

The interface supports the following messages; the contents and meaning of the messages mentioned below are covered in section 3.4.3.1
Table 1 Interface Messages

	Message
	From
	To
	Description

	Control Information Messages

	Login
	Client
	Server
	This message is used to identify the client

	Login Response
	Server
	Client
	Login accepted or refused, if refused a reason will be supplied

	Logout
	Client
	Server
	This message is used to terminate the IVEF Service 

	Ping
	Both
	Both
	Heartbeat message

	Pong
	Both
	Both
	Response to a Heartbeat message 

	Service Request
	Client
	Server
	This message contains the definition of the service requested by the client.  It will replace the current service.

	Service Request Response
	Server
	Client
	Request accepted or refused, if refused a reason will be supplied

	Service Status 
	Server
	Client
	This message will be sent by the server to indicate the status of the service
. 

	Real Time Messages

	Object Data 
	Server
	User
	The track, vessel- and voyage related data of objects in the traffic image.

	VTS Basic Information
	Server
	Client
	Used to send VTS type, service provided, watch channel, contact information, VTS area navigation precautions.

	Port Plan
	Client
	Server
	Vessel entry and departure time, berth, navigation and pilotage information.

	Ship Report
	Client
	Server
	Ship dynamic report in VTS water area. Report of intent.

	Navigational warnings
	Server
	Client
	Search and rescue information, navigational environment changes, dangerous obstacles, severe weather warnings.

	warning information
	Server
	Client
	The release of extreme weather warning information.


4.2.4 Timing and priorities

Control Information Messages have a higher priority than Real-Time Messages. This means that in an overload situation, Object Data Messages may be dropped in favour of Control Information Messages.

The service must start with a login message. The server will terminate the connection on transport layer when any other message is received, in order to prevent a possible Denial-of-Service (DoS) by mis-configured or malicious clients. If a service is interrupted at transport level, both server- and client sides will terminate the session and the client must login again to regain access to the service.

Messages, sent as a response to another message (LoginResponse, ServiceRequestReponse and Pong), must be responded to within agreed-upon period (e.g. 4 seconds). If the response message is not received within a specified timeout period, the sender may retry sending the message before terminating the service.

Ping messages must be sent when the sender has no other means
 to detect whether the receiver is still connected. The Ping message must be sent after an agreed-upon period of inactivity.

4.2.5 Part I: Primary service use cases of the BIS

The primary service use cases all have in common, that they are justified by at least one interaction with a ‘requesting service’ within the common e-Navigation system architecture: The ‘requesting service’ is any other service of the common shore-based e-Navigation system architecture making a request (logon) to the BIS in the previous chapter.
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Figure 1 Overview of the primary service use cases of the IVEF Service

Note: The dotted lines indicate an inheritance relationship.

The complete list of external BIS Components and their categories is given below:

BIS Components:

	STATUS
	Service Status

	DATA
	Object Data

	SESSION
	Session Management


BIS Transmission Category

	SO
	Single occurrence (non-real-time)

	PER
	Periodic, with a specified update rate (real-time)

	A-PER:
	A-periodic, synchronous with the received track update (real-time)

	OC
	On change, updates are sent as data elements change


BIS Basic Service Data Elements:

	LOGIN:
	Authentication request

	LOGIN_RESP:
	Authentication response

	LOGOUT:
	Service termination notification

	SERV_REQ:
	Service request (category, area)

	SERV_RESP:
	Service response

	SERV_STAT:
	Service Status

	PING:
	Alive request

	PONG:
	Alive response

	TRACK:
	Track data

	VESSEL:
	Vessel data

	VOYAGE:
	Voyage data

	VTS:
	VTS Basic data

	PORT PLANNING:
	Port planning data

	VOYAGE INTENTIONS:
	Voyage intentions data

	NAVIGATIONAL

WARNINGS:
	Navigational warnings information

	WARNINGS INFORMATION:
	warning information


4.2.6 Service Component DATA

4.2.6.1 Service Model
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Figure 2 The DATA Service Component

4.2.6.2 Description

The DATA service component provides the following information:

1. Object track information; generally dynamic information about an object such as present position and speed.
2. Optionally Object vessel data; more or less pertinent information about an object such as call sign, IMO number and object dimensions.
3. Optionally Voyage data; such as Destination and ETA.
Service Data Structure

See APPENDIX 1.

4.2.6.3 VESSEL: Vessel Data
Use

The vessel information is used to identify and classify ships.

Risks

The vessel information is obtained from several sources including manual entry onboard a ship or in a VTS system or from database systems.  It is possible that this data may be incorrect.

Service Data Structure

See APPENDIX 1.

Operating Characteristics

1. The BIS shall start automatically upon logon confirmation.
2. The data will be sent depending on transmission category.

4.2.6.4 TRACK: Track Data
Use

The track data combined with the data derived from VESSEL and, optionally, VOYAGE represents the actual traffic image.

Risks

The track data that is exchanged is the result multi-sensor fusion of various sensors.  Sensor data is inherently noisy and subject to all kinds of disturbances therefore the track represents the best effort representation of the true situation, but not necessary the true situation itself.

Service Data Structure

See APPENDIX 1.

Operational Characteristics

1. The BIS shall start automatically upon logon confirmation.
2. The data will be sent depending on transmission category.
4.2.6.5 VOYAGE: Voyage-related Data
Use

The voyage-related ship information is used to classify ships with regard to cargo, draught, destination and the route.

Risks

1. The voyage information is entered onboard a ship or in a VTS system and it is possible that this data may be incorrect.
2. Information on the type of cargo provides only the classification of dangerous goods (Carrying DG, HS, or MP, IMO hazard or pollutant category A, B, C, D).  This may not be sufficient in case of SAR/Pollution prevention.
4.2.6.6 VTS: VTS basic information
Use

Used to send the type of VTS, the service provided, the watch channel, contact information, distress alarm phone, VTS area navigation precautions such as the ship's route out of the way or not, the direction of travel, speed, ships crossing each other, etc., in order to quickly provide the required safe navigation information for the ship.

Risks

Data descriptions can be misinterpreted.

Service Data Structure

See APPENDIX 1.

Operational Characteristics

1. BIS is sent at the request of the client.
2. Data is sent according to transmission category.

4.2.6.7 Port Plan

Use

It is used to send the information of ship's arrival and departure time, berth, navigation and pilotage.

Risks

1. The port plan is entered by a third party user and there are inaccuracies.
2. Port plan may change and agreement is required to determine BIS transmission category.

Service Data Structure

See APPENDIX 1.

Operational Characteristics

1. BIS is sent at the request of the client.
2. Data is sent according to transmission category.
4.2.6.8 Ship Report

Use

Report on ship dynamics and navigation intentions in VTS water areas, such as anchorage where the ship docks, berths to which it goes, operating areas and contents, Ship activity and report. For example, the information of the ship entering the reporting line, anchoring, berthing and departure from port is sent to the VTS system in the form of data.

Risks

Voyage report enumerations may not cover all real-world scenario requirements.

Service Data Structure

See APPENDIX 1.

Operational Characteristics

1. BIS request sending.
2. Data is sent according to transmission category.
4.2.6.9 Navigational Warning

Use

When the maritime administrative authority is informed of sudden, urgent or temporary situations that threaten or may threaten the life on the water, the environment and the safety of the ship, such as towing large facilities or mobile platforms; Activities above and below water which may affect the safety of navigation; Conducting military exercises; Failure of lights, buoys or other navigational AIDS; Floating dangerous objects are found; A navigational warning should be issued in case of search and rescue information. In addition, when there is a predictable, permanent or prolonged change in the navigable environment that affects the safety of water traffic, such as the designation, modification or withdrawal of fairway anchorage; Setting up or altering navigational AIDS; Navigational warnings shall be issued for the demarcation, alteration or cancellation of no-navigation zones, no-anchor zones and underwater pipeline protection zones.
Risks

1. The input by a third-party user may be inaccurate.
2. Warning data may change and additional protocols are required to determine STATUS service STATUS.
Service Data Structure

See APPENDIX 1.

Operational Characteristics

1. BIS request sending.
2. Data is sent according to transmission category.

4.2.6.10 Warning Information

Use

It is used for the release of warning information of dangerous actions such as ship collision, grounding and overspeed, as well as warning information of dangerous areas and extreme weather, including typhoons, thunderstorms and gales, cold waves and gales, fog and storm surge, which affect the navigation safety of ships. It is also used to announce safe speeds according to weather conditions.                                                                                                                                                                                                                                                                                                                                                                                                                                                                             
Risks

1. The input by a third-party user may be inaccurate.
2. Warning data may change and additional protocols are required to determine STATUS service STATUS.
Service Data Structure

See APPENDIX 1.

Operational Characteristics

1. BIS request sending.
2. Data is sent according to transmission category.
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� Input document number, to be assigned by the Committee Secretary


� Leave open if uncertain


�	e.g. in an overload situation the server may drop messages, in this situation the Service Status message is sent to the client to make him aware of lost information.


�	Depending on the transport layer (e.g. SCTP), and receiver activity, the sender may detect the connection state of the receiver automatically.  In this case the Ping message is not required.
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