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Design of VDES Gateway Technology to implement IP network over VDES

1 Summary
This document describes the method configuring IP network between a VDES ship station and a VDES shore station to enable IP-based communication with a WAN (Wide Area Network) on land and provides information on the structure of the VDES IP gateway device to be used for this purpose.
By using VDES IP Gateway, even if public IP addresses are not allocated to all ship stations, virtual IP addresses corresponding to MMSI (Maritime Mobile Service Identity) can be arbitrarily allocated to enable communication with a specific server through WAN.

1.1 Purpose of the document
This document aims to explain the structure of an IP network over VDES that can configure an IP-based network to connect to the Internet using VDES from computers or terminal devices on board.

1.2 Related documents
[1]	ITU-R M.2092-1:2022, Technical characteristics for a VHF data exchange system in the VHF maritime mobile band
[2] 	IEC 61162-450 Maritime navigation and radiocommunication equipment and systems – Digital interfaces – Part450: Multiple talkers and multiple listeners – Ethernet interconnection

2 Background
‘IP network over VDES’ has been designed to construct IP network to VDES ship-to-ship communication in the KASS (Korea Autonomous surface ship) project. For the sake of this, an IP gateway is required to efficiently handle and convert the IP packets and VDES packets from ship and shore station in order to configure IP network which enable to connect land based internet network using VDES communication. 
IP address to identify the ship station is necessary to configure IP network in a ship station and to send packets generated from onboard devices to the Internet through the shore station, however, allocating and managing IP address to all vessels engaged in IP communication require very complex protocol. Therefore, the management of IP address to efficiently identify a vessel in low speed communication network such as VDES and to handle IP packets are needed.

design of IP network over vdes 
Architecture and functions of IP Network between Ship and Shore
IP network between ship station and shore station should be formed in order to connect devices in ships at sea to specific servers on shore networks using IP communication. The overall structure of the IP network over VDES that can use VDES as a transport medium for such an IP network is shown in Figure 1.
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Ship VDES IP Gateway performs the following roles.
· Forms a LAN (Local Area Network) for devices in the ship station.
· Process IP packet to be processed inside LAN.
· IP packets to be transmitted outside the LAN are delivered to IP Gateway Software through Virtual NIC (Network Interface Card) according to the router settings.
· IP packet is capsulated by PI (Presentation Interface) and transmitted to VDES transceiver.
· The PI data received from the VDES transceiver is reassembled into IP packets and transmitted to the destination device of the ship through the Virtual NIC.

Shore VDES IP Gateway performs the following roles.
· It is connected to the Internet via WAN.
· Form a LAN for devices within the shore station.
· Process IP packet to be processed inside LAN.
· IP packets that need to be sent outside the LAN are forwarded to the IP Gateway Software through the Virtual NIC according to the router settings.
· PI data received from the VDES transceiver is converted into IP packets and transmitted to the Internet through the Virtual NIC.
· Among the IP packet received from the Internet, the ship station packets within the shore station management area is capsulated by PI and transmitted to the VDES transceiver.

VDES is a communication network that provides relatively low speed. Therefore, it can be seen that the amount or speed of data that the IP gateway must process is relatively small. For such a communication network and data processing scale system, we designed a structure to receive and process Internet Protocol packets from IP Gateway Software through Virtual NIC (Network Interface Card). This design can simplify the structure of the system and make software development easier.

2.1 Design of Ship VDES IP Gateway
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Ship VDES IP Gateway

The IP network structure of Ship Gateway is shown in Figure 2. The Ship Gateway forms a LAN with onboard computers or terminal devices. Devices inside the LAN must be assigned an IP statically or dynamically.
When data is transmitted from a client connected to a LAN to a specific server on the Internet, packets are constructed according to application protocols such as HTTP and FTP, and sent and forwarded to the OS kernel along with destination IP and port information. The OS constructs a packet to send by performing processing according to each layer protocol such as TCP/UDP(1) and IP(1). This packet goes through data link layer processing and is forwarded to the router specified in the client's network configuration. In this case, we set the router to Ship Gateway to forward the packets to Ship Gateway.
All IP packets that need to be sent outside the LAN range are entered into the Ship Gateway's physical NIC. Ship Gateway is delivered to Gateway software through Virtual NIC after Data Link Layer processing in OS kernel. A virtual NIC is a software-generated network interface that handles IP layer packets. Therefore, packets received by the gateway software over the virtual NIC contain application, TCP/UDP(2) and IP(2) layer data sent by the client. Gateway software analyzes and processes header information such as destination address, source address, destination port, and source port in the received packet. This packet is composed of the Binary Image Transfer data structure specified in IEC 61162-450 and transmitted through the VDES transceiver. The data structure for IEC 61162-450 binary image transmission is shown in Figure 3.
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IEC 61162-450 data format to transmit IP packet

2.2 Design of Shore VDES IP Gateway 
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Shore VDES IP Gateway

The IP network structure of Shore Gateway is shown in Figure 4. Shore Gateway forms a LAN within the ship station. The IEC 61162-450 data received through the VDES Transceiver is transferred to the gateway software and reconstructed into the Application Data, TCP/UDP(2), and IP(2) packets. Shore Gateway also forwards the recovered packet to the OS Kernel through the Virtual NIC, it is processed by the OS and delivered to the server through the internet connected to ethernet.
The IP packet that the Shore Gateway receives from the Internet and needs to be transmitted to the ship is delivered to the ship through the reverse procedure.

2.3 IP Address management
The payload transmitted from the ship station to the coast station includes IP layer, TCP/UDP layer, and application layer data. The source address and destination address of the IP layer indicate the source and destination addresses as IP addresses. In IP network over VDES, the important IP addresses to be managed are the IP address assigned to the Virtual NIC of the Ship Gateway and the IP address assigned to the Virtual NIC of the Shore Gateway. These two addresses are IP addresses arbitrarily assigned by the gateway software and are not related to each other. The reason these two addresses are important is as follows.

· The source IP address field of the IP layer header that Ship Gateway Software receives through the Virtual NIC all has the IP address of the Virtual NIC. (IP(2) in Fig. 2)
· When Shore Gateway Software restores data received through VDES, the source address of the IP layer header has the IP address of the Ship Gateway's Virtual NIC.
· The destination address of the IP layer header of the response packet received through the Virtual NIC from the Shore Gateway is the same as the Virtual NIC IP address of the Ship Gateway.
· When Ship Gateway Software restores data received through VDES, the destination address of the IP layer header has the IP address of the Ship Gateway's Virtual NIC.

Therefore, the IP address that can identify the ship station when the software of Ship Gateway and Shore Gateway transmits the IP packet of the client of the ship station to the Internet is the IP address assigned to the Virtual NIC of the Ship Gateway.

Ship Gateway's Virtual NIC has an IP address arbitrarily assigned by the Gateway software. Therefore, it cannot be guaranteed that the IP address of the Virtual NIC in each ship is uniquely assigned to the ship station as an independently determined IP address. In other words, since several ship stations communicating with the same shore station VDES transceiver can use the same IP address, it is impossible to use it as a source address or destination address for identifying a ship station in an IP network.

To solve this, the coast station can think of a way to allocate the IP address of the virtual NIC whenever each ship station connects, but considering the VDES communication environment, a protocol for controlling various situations such as delay time and vessel mobility is required. Also, it is possible to use a unique IP address by assigning a public IP to the ship station, but in this case, there is no guarantee that the network connected through the VDES performs routing of packets using this public IP normally.

Therefore, there is a need for a method to allow the ship to access the Internet by providing a method for the coast station to identify the ship station even if the generated packet is transmitted to the coast station using an IP address that can be arbitrarily allocated by the ship. In this document, MMSI is used as a unique number to identify a ship even if such a redundant IP address is used by the ship. It is assumed that the MMSI is uniquely assigned to each VDES device of the ship station and that the IP gateway already knows it. The operation method of the IP address designed in this document is as follows.

· Ship Gateway Software randomly assigns IP address of Virtual NIC.
· The source address of all IP layer headers transmitted from Ship Gateway to Shore Gateway has a randomly assigned address.
· Gateway Software adds its own MMSI when transmitting data in IEC 61162-450 format through VDES. In our case, the source MMSI and the coast station VDES MMSI are added to the Header field of Figure 3, and the destination MMSI is added.
· The Shore Gateway stores the source MMSI field of the received IEC 61162-450 header and the source address of the IP header and allocates a new IP. This new IP is an IP that has not yet been assigned to another ship, and it is assigned from an address range that Virtual NIC can recognize as a LAN. For example, if the Virtual NIC has an address of 200.0.0.1, the address that can be allocated can be 200.0.0.2 ~ 200.0.0.254. It stores the source MMSI, the source address of the IP header received from the ship station, and the mapping table of the newly allocated IP address.
· The Shore Gateway changes the source address of the IP header received from the ship to the newly allocated IP address and transmits it to the Internet through the Virtual NIC.
· When the Shore Gateway receives a response packet from the Internet through the Virtual NIC, the destination address of the IP header is recorded as the address newly assigned by the Shore Gateway. The Shore Gateway can find out the IP address and MMSI information originally sent by the ship station from the previously stored mapping table, records the destination address field of the IP header as the original address, and transmits it to the corresponding ship station using the MMSI.
· When the Ship Gateway receives and restores a packet, the destination address in the IP header is the address assigned to its Virtual NIC. Therefore, when a packet is transmitted through this interface, the response packet is delivered to the device that originally sent the packet.

2.4 Example of Internet connection using IP network over VDES
The IP address change process and Internet access process of IP network over VDES will be described by taking the case of accessing http://www.google.com using a web browser from a client PC connected to the LAN of the ship station.

IP packet from client to server on Ship VDES IP Gateway
Figure 5 shows the procedure for processing the HTTP Request message generated by the client of the ship station.
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HTTP Request packet process of Ship gateway
1. Ship Gateway configures LAN for ship station devices and has an IP of 192.168.1.1, and all connected devices are assigned an address of 192.168.1.x.
2. The Client PC is connected to the ship station's LAN and is assigned an IP address of 192.168.1.200.
3. The Virtual NIC created by Gateway Software has 100.0.0.99 as its address.
4. When http://www.google.com is accessed from the web browser of the client PC, a packet is created in which the HTTP request is set to the application layer data and the destination port of the TCP layer is set to 80 as shown in Figure 5. The source port is arbitrarily designated, and here it is assumed to be designated as 10000. At this time, the source address of the IP layer is set to 192.168.1.200, which is the IP of the client PC, and the destination address is designated as the IP address of www.google.com obtained using DNS (Domain Name Service).
5. IP packet goes through transport layer and is delivered to Gateway software through Physical NIC and Virtual NIC according to the configuration of Ship Gateway. The router's IP address translation process is performed using a protocol such as NAT (Network Address Translation).
6. IP layer packet is transmitted using the payload field of IEC 61162-450 Binary Image transfer data format in Figure 3. At this time, the MMSI of the ship station and the MMSI of the coast station are added to the header of IEC 61162-450 and transmitted. Figure 5 shows an example of transmission using “100” for the ship station’s MMSI and “1” for the coast station’s MMSI.
7. This data is transmitted to the VDES Transceiver and transmitted to the VDES communication network.

IP packet from client to server on Shore VDES IP Gateway
The procedure for processing the data received from the ship station through VDES is shown in Figure 6.
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Received packet process of Shore gateway

1. IEC 61162-450 data received through VDES is restored to IP layer packet transmitted by the ship. Source MMSI is used as an identifier to identify the ship that transmitted this packet.
2. The source address of the recovered IP layer packet has 100.0.0.99 transmitted by the ship. Since this address is an address allocated by the ship station itself, it cannot be used for ship identification by the coast station. Also, if this address is transmitted to the Internet network as it is, the response packet may not be returned to the coast station Virtual NIC. Therefore, Shore VDES IP Gateway reassigns a unique IP address to identify each ship station. Here, 200.0.0.10, which is the IP address range of 200.0.0.1, which is the coast station Virtual NIC, is allocated.
3. The Shore VDES IP Gateway stores the mapping relationship between the Source MMSI, Source Address, and New Source Address sent by the ship station. This mapping table is needed when transmitting the response packet to the ship station.
4. Change the source address field of the IP layer to 200.0.0.10, which is the changed address, and transmit it to the Internet network through the Virtual NIC and Physical NIC, and the packet is delivered to the destination www.google.com server.

IP packet from server to client on Shore VDES IP Gateway
Figure 7 shows the procedure for processing the HTTP Response message transmitted from the Internet server to the ship station through the Shore gateway.


[image: ]
HTTP Response packet process of Shore gateway
HTTP Response packet from server on Internet is received from Shore gateway through Internet routing and delivered to Gateway software through Virtual NIC. In this data, the destination address field of the IP header has a value of 200.0.0.10 newly allocated when the HTTP Request packet is transmitted. Gateway software can find the original address "100.0.0.99" for MMSI "100" by looking up this IP address in the mapping table. Therefore, the destination address of the IP header is replaced with the original address, 100.0.0.99, and transmitted to the ship with MMSI “10” through the VDES transceiver.

IP packet from server to client on Ship VDES IP Gateway
The procedure for processing the data received from the ship station through VDES is shown in Figure 8.
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Received packet process of Ship gateway

The IP packet restored from the VDES received packet is transmitted to the Virtual NIC and delivered to the client that sent the HTTP Request according to the LAN network routing.

2.5 Test configuration for IP network over VDES
The operation of the IP network was verified by building a test system for testing the IP network over VDES system described in this document as shown in Figure 9.
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Block diagram of IP network over VDES test system

In this test system, two VDES transceiver simulators to emulate the VDES radio communication were set up as a ship station and a coast station respectively, and a serial wire connection of 57.6kbps was used. The actual test configuration for IP network over VDES is as follows.
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Test setup of IP network over VDES

2.6 Test result
The test environment was configured as shown in Figure 9 and Figure 10, and the system operation was verified by accessing website:www.goole.com from the web browser of the ship station terminal device (PC), searching for "VDES", and monitoring the packet conversion process at each step.
Information on the main parameters used in this test environment is shown in the table below.
Main Parameters for Test Environment
	Item
	Parameter

	IP address of terminal device (ship side)
	192.168.200.10

	Virtual NIC IP address of VDES gateway (ship side)
	100.0.0.1

	Virtual NIC IP address of VDES gateway (shore side)
	192.168.53.1

	MMSI of VDES transceiver (ship side)
	200

	MMSI of VDES transceiver (shore side)
	100

	Destination for test
	google.com



Search for “VDES” through google.com in the ship terminal device and check the HTTP packet received from the ship terminal device as shown in Figure 11 (1) by monitoring the packet on the physical NIC of the ship VDES Gateway.
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HTTP Request packet received on physical NIC of ship gateway

In the Virtual NIC of the ship VDES gateway, it can be confirmed that this packet is changed to the virtual NIC IP (100.0.0.1) as shown in Figure 12 (1) and received.
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HTTP Request packet received on virtual NIC of ship gateway

IP packet received from Virtual NIC is capsulated in IEC61162-450 format in gateway software and transmitted to VDES transceiver. At this time, SrcMMSI and DestMMSI information is added in the -450 header as shown in Figure 13.
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Fragmented IEC 61162-450 packet header on ship gateway

The processing of packets received by the shore VDES gateway from the VDES shore transceiver is monitored as shown in Figure 14 (1). This packet is restored through the IEC 61162-450 defragmentation process, and a new IP address (192.168.53.101) is allocated using the SrcMMSI field of the header and the IP address (100.0.0.1) to reach the Internet through the WAN.
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Process of shore gateway

The processing of the IP packet received from the target server is shown in Figure 14 (2). The destination IP (192.168.53.101) is converted to the original IP address (100.0.0.1) by the MMSI-IP mapping table and transmitted to the ship station (MMSI 200).

The information received from the ship station goes through a series of processing again and is converted in the order of (2) in Figure 12 and (2) in Figure 11 in the Virtual NIC and transmitted to the ship terminal device.
Finally, the result screen of searching for “VDES” in the web browser of the ship terminal device is shown in Figure 15.
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Search “VDES” result using IP network over VDES 

3 Conclusion
This document describes how to configure an IP network using VDES. Since VDES provides low-speed communication, it is possible to make IP gateway structure simple by processing packets in gateway software using Virtual NIC. In addition, by designing a coast station to manage the IP address using the ship station's MMSI, IP communication is possible even if the ship station does not use a unique IP address. In the future, this IP network over VDES concept will be extended to the design and construction for IP network between ships in the KASS project.

4 References
None

5 Action requested of the Committee
The Committee is requested to note the information and take appropriate action.
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» Frame 2602: 414 bytes on wire (3312 bits), 414 bytes captured (3312 bits) on interface tune, id ©
Raw packet data
» Internet Protocol Version 4, Src: 100.0.0.1, Dst: 142.250.196.131

Host: ocsp.pki.goog\r\n

X-Apple-Request-UUTD: C9CBBA12-A0SE-4806-8965-70838802022D\r\n

Accept: */*\r\n

User-Agent: com.apple.trustd/2.2\r\n

Accept-Language: ko-KR,Ko;q=0.9\r\n

Accept-Encoding: gzip, deflate\r\n

Connection: keep-alive\r\n

\r\n

[Full request URT: http://ocsp.pki.goog/gts1c3/MFAWTjBMMEOWSDAHBGUTDGMCGGQUXY551t3%2FYTSZUUTHQr 1 7xSAKB2MEF IpOf6%2BF2e6VZT2C00JGF..
[ATTP request 1/1]

©000 45 00 01 9e 00 00 40 00 ©6 82 db 64 00 00 01 E e
9010 B8e fa c4 83 ed 7b 00 50 ee 62 cd 39 le 5a 7e 8b {P b9z

9020 80 18 08 @c e2 96 00 00 01 01 08 0a b9 17 c7 8F

9030 ce 68 d9 7b 47 45 54 20 2f 67 74 73 31 63 33 2f  -h.{GET /gtsic3/
9040 4d 46 41 77 54 6a 42 4d 4d 45 6 77 53 44 41 48 MFAWTIBM MEOWSDAH
9050 42 67 55 72 44 67 4d 43 47 67 51 55 78 79 35 35  BgUrDgMC GgQUXY55
9050 69 74 33 25 32 46 59 54 53 7a 75 75 31 48 51 72  it3%2FYT SzuulHQr
9070 69 37 78 73 41 6b 42 32 4d 45 46 49 70 30 66 36  i7xSAkB2 MEFIpOF6
9050 25 32 42 46 7a 65 36 56 7a 54 32 63 30 4f 4a 47  %2BFze6V zT2c00)G
9090 46 50 4e 78 de 52 30 6e 41 68 45 41 38 46 38 57  FPNxNROn AhEASFSW
9020 74 45 48 49 49 49 55 4b 66 35 65 36 41 4a 69 4a  tEHIIIUK F5e6AJil
9000 S5a 51 25 33 44 25 33 44 20 48 54 54 50 2f 31 2e  ZQ¥3D%3D HTTP/1

©0c0 31 od Oa 48 6f 73 74 3a 20 6f 63 73 70 2e 70 6b 1. -Host: ocsp.pk
9000 69 2e 67 6f 6f 67 0d @a 58 2d 41 70 70 6c 65 2d  i.goog- - X-Apple

9020 52 65 71 75 65 73 74 2d 55 55 49 44 3a 20 43 39  Request- UUID: C9
9070 43 38 42 41 31 32 2d 41 30 35 45 2d 34 38 30 36  C8BA12-A O5E-4806
9160 2d 38 39 36 35 2d 37 30 38 33 38 42 30 32 44 32  -8965-70 838BO2D2
©110 32 44 0d @a 41 63 63 65 70 74 3a 20 2a 2f 2a 0d 2D -Acce pt: */*

9120 0a 55 73 65 72 2d 41 67 65 6e 74 3a 20 63 6f 6d  -User-Ag ent: com
9130 2e 61 70 70 6c 65 2e 74 72 75 73 74 64 2f 32 2e  .apple.t rustd/2

©140 32 od Oa 41 63 63 65 70 74 2d 4c 61 6e 67 75 61 2. -Accep t-Langua
©150 67 65 3a 20 6b 6f 2d 4b 52 2c 6b 6f 3b 71 3d 30  ge: ko-K R, ko;q=0
9160 2e 39 0d @a 41 63 63 65 70 74 2d 45 6e 63 6f 64 .9 -Acce pt-Encod
9170 69 6e 67 3a 20 67 7a 69 70 2c 20 64 65 66 6¢c 61 ing: gzi p, defla

wireshark_tunON8G6Q1.pcapng Packets: 2869 - Displayed: 4 (0.1%) - Dropped: 0 (0.0%)
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2261488876, 'Seque
10, 'Device': 1, 'C

] [{'Token': b'RaUdp\xe@', 'Version': 1, 'SrcID': b'VS0@02', 'DestID': b'VS00e2', 'Type': 1, 'BlockID
ceNun': 1, 'MaxSequence': 1, 'SrcMMSI': 200, 'DestMMSI': 100}], 'desc': {'Length': 25, 'imagelength': 52, 'StatusOfAcq
annel': 1, 'Typelength': 16, 'DataType': b'text/plain’, 'StatusInfo': b'OK'}}

(ship->Shore) 100.6.0.1 -> 35.232.111.17

Received from 192.168.200.20:43154
(shore->Ship) 35.224.170.84 -> 100.6.0.1

frag_info = {'hdr': [{'Token': b'RaUdp\xe0', 'Version': 1, 'SrcID': b'VS@002', 'DestID': b'VS0@02', 'Type': 1, 'BlockID': 2261488877, 'Seque
nceNum': 1, 'MaxSequence': 1, 'SrcCMMSI': 200, 'DestMMSI': 100}], 'desc': {'Length': 25, 'imagelength': 52, 'StatusOfAcq': @, 'Device': 1, 'C
hannel': 1, 'Typelength': 10, 'DataType': b'text/plain’, 'StatusInfo': b'OK'}}

(ship->Shore) 160.0.0.1

-> 35.232.111.17





image14.png
usInfo': b'OK'}} . D D - . -
(Ship->Shore) Received(MMSI : 260) 100.8.0.1 -> 23.200.149.7

Exist srcHiST 200 shipIP 100.0.0.1 )

= 23.200.149.7
defrag.info: {*hdr’s [{'Token': b" RaLIdp\xBB' 'Version': 1, 'SrcID': b'VS@@62', 'DestID': b'VS@@62', 'Type': 1, 'BlockID': 2261491872, 'SequenceNum': 1, 'MaxSequence': 1, '
SrcMMSI': 260, 'DestMMSI': 100}], 'desc': {'Length': 25, 'imagelength': 576, 'StatusOfAcq': @, 'Device': 1, 'Channel': 1, 'Typelength’: 10, 'DataType': b'text/plain', 'Stat

usInfo': b'OK'}}

(Ship->Shore) Received(MMSI : 208) 100.0.0.1 -> 23.200.149.7

Exist srcMMSI 200 shipIP 100.0.8.1

Modified : src = 192.168.53.161, dest = 23.200.149.7

defrag_info: {"hdr': [{ Token': b'RaUdp\x80", ‘Version': 1, "SrcID': b'VSB@e2", "DestID': b'VS0082", 'Type': 1, 'BLockID™: 2261491873, "SequenceNum
: 200, 'DestMMSI': 100}], 'desc’: {'Length's 25, 'imagelength': 576, 'StatusOfAcq': @, 'Device': 1, 'Channel': 1, 'Typelength': 16, 'DataType':
usInfo': b'OK'}}

(Ship->Shore) Received(MMSI : 208) 100.0.0.1 -> 23.200.149.7

Exist srcMMSI 200 shipIP 100.0..1

Modified : src = 192.168.53.101, dest = 23.200.149.7 (2)

Response from WAN : src = 23.200.149.7, dest = 192.168.53.101

Check MMSI-IP mapping table = {200: {'shipIP': '100.6.0.1', 'assignedIP': '192.168.53.161'}}

Modified : src = 23.200.149.7, dest = 160.0.0.1

(Shore->Ship) 23.200.149.7 -> 160.0.0.1

frag_info = {'hdr': [{'Token': b'Raldp\x6@', 'Version': 1, 'SrcID': b'VS@002', 'DestID’: b'VSe@@2', 'Type': 1, 'BlockID': 781388397, 'SequenceNum': 1, 'MaxSequence': 1, 'Sr
cMMST , 'DestMMSI': 260}], 'desc': {'Length': 25, 'imagelength': 52, 'StatusOfAcq': @, 'Device': 1, 'Channel': 1, 'Typelength': 10, 'DataType': b'text/plain’, 'StatusI
fo's b'OK'

Response from WAN : src = 23.200.149.7, dest = 192.168.53.101

Check MMSI-IP mapping table = {200: {'shipIP': '100.6.0.1', 'assignedIP': '192.168.53.161'}}

Modified : src = 23.200.149.7, dest = 160.0.0.1
(Shore->Ship) 23.200.149.7 -> 160.6.0.1

frag_info = {'hdr': [{'Token': b'Raldp\x@e', 'Version':
cMMST': 100, 'DestMMSI': 200}], 'desc': {'Length': 25,
nfo': b'0K'}}

"MaxSequence’s 1, ©

b'text/plain’, 'Stat

1, 'SrcID': b'VS@@02', 'DestID': b'VS@@02', 'Type': 1, 'BlockID': 781380398, 'SequenceNum': 1, 'MaxSequence': 1, 'Sr
imagelength': 52, 'StatusOfAcq': @, 'Device': 1, 'Channel': 1, 'Typelength': 10, 'DataType': b'text/plain’, 'StatusI
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@ vdes - Google Search X +

& =2 & @& google.com/search?g=vdes&btnK=Google+Search

Google

2 Al [ Videos [ Images (& News © Maps : More

About 3,950,000 results (0.32 seconds)

https://www.iala-aism.org » ... » Connectivity

VDES FAQ - VHF Data Exchange System - IALA AISM

Why VDES? The VHF Data Exchange System (VDES) is seen as an effective and efficient use
of radio spectrum, building on the capabilities of AIS and addressing ...
You've visited this page many times. Last visit: 7/10/22

https://www.sternula.com > index.php » about-vdes

About VDES - Sternula

VDES (VHF Data Exchange System) is the second generation of the popular AlS technology
used for vessel tracking and other navigational and safety-related ...

https://www.sternula.com > 2019-09-What-is-VDES ' PDF
Introduction to VDES | Sternula

VDES is a maritime radio communications system. It is the successor of AlS, the extremely
successful maritime system for anti-collision and exchange of ship ...
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